cleverbridge

@ growing.closer

Enterprise SSL Certificate Form

Overview

The purpose of this form is to outline your company information and requirements for obtaining an SSL
certificate. If you have any questions about any part of this document, contact Client Management.

Company Information

Enter your company information in the form below. The only information that will be featured publicly in
the certificate is your company name and address. All other information is for the sole purpose of
registration with the certificate provider and will be treated with confidentiality.
Company Name:
Phone Number:
(+Country Code)
Street Address:
City/Town:
State/Province:

Zip/Postal Code:

Country:

Contact Information - DigiCert Only

Enter your contact information in the form below. This information is required by the certificate provider, in
case they need to contact you directly. As aforementioned, this data will be treated with confidentiality.

Organization Contact:
Title:
Department/Section:
Phone Number:

(+Country Code)
Email Address:

Technical Contact:
Title:
Department/Section:
Phone Number:

(+Country Code)
Email Address:


mailto:cm@cleverbridge.com

Secure URL

Provide the desired secure URL name

Examples:
store.mysite.com
cart.mysite.com
secure.mysite.com

Redirect URL

cleverbridge can configure a redirect URL for cases where customers only enter the secure URL. This
URL can redirect to your products webpage, for example.

Redirect URL.:

Selection of Certificate Type
Select your preferred certificate type below:

Note: The price depends on the selection of your preferred certificate type.

CloudFlare SSL Certificate
Recommended by cleverbridge
Auto Renewal - Set it and forget it!
Lower Cost - No implementation fee

O DigiCert Standard SSL

DigiCert EV SSL**
Note: As of 2019, EV indicators were removed from Chrome and Firefox.

O DigiCert Secure Site SSL**

O DigiCert Secure Site EV SSL**
Note: As of 2019, EV indicators were removed from Chrome and Firefox.

Integration of client’s/your own certificate
cleverbridge only accepts SSL certificates of which the private key part has a key

length of 2048 bits or more and uses SHA-256 as a cryptographic hashing algorithm.
The SSL certificate and the private key must be provided in a secure way, such as:

* one-time upload URL in cbShare provided by the Client Management Team

» encrypted ZIP file (e.g. 7zip with AES-256)

* Private Key with Passphrase via email (e.g. AES-256, Camellia-256 encryption)
The Passphrase must be provided by telephone, CA under Account Setup > Seed
for protection, or via a new email

Note: Depending on your selection, a different price will be offered to you. cleverbridge charges an
additional $350 (USD) or €250 (EUR), depending on your payout currency type, per integration for
each new certificate type or per integration of a certificate renewal.

** Allow for extra validation time with EV and/or Secure Site certificates

Payment Information

The amount will be deducted from your regular cleverbridge payment. You will get an official proposal
after submitting this SSL Certificate Details Form to Client Management.
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